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**Gali būti, kad dalinatės savo buvimo vieta to nežinodami: patarė, kaip išlikti saugiems**

**Jūsų įrenginiai ir juose esančios programėlės gali paprašyti pasidalinti savo lokacija. Dažniausiai to reikia tam, kad tiksliau veiktų tam tikros funkcijos, pavyzdžiui, orų prognozės ar žemėlapiai. Tačiau kai kuriose nesaugiose programėlėse ar tinklalapiuose veikiantys kibernetiniai sukčiai jūsų buvimo vietą gali panaudoti ir ne tokiems geriems tikslams. Donato Drakicko, „Tele2“ produkto vadovo, teigimu, nuolat dalintis savo lokacija nepatartina, o norint šią funkciją išjungti svarbu žinoti kelias taisykles.**

„Visų pirma, svarbu suprasti, kad dalintis savo buvimo vieta savaime nėra blogas dalykas. Pagal jūsų lokaciją išmanusis telefonas gali pranešti orus, parekomenduoti jums patinkančius restoranus, padėti rasti pamestą prietaisą ar rodyti personalizuotą reklamą. Tačiau jei savo buvimo vieta dalinatės su nesaugiomis programėlėmis ar interneto svetainėmis, tai gali sukelti ir rimtų kibernetinių grėsmių“, – sako Donatas Drakickas, „Tele2“ produkto vadovas.

**Buvimo vietą nustato keliais būdais**

Galbūt pažįstama situacija, kad įrenginyje išjungėte buvimo vietos sekimo funkciją, tačiau žemėlapių programėlėje vis tiek rodoma jūsų lokacija? Tam gali būti net keli paaiškinimai. Pasak D. Drakicko, davus leidimą, išmanieji įrenginiai buvimo vietą stebi keliais būdais – ją gali stebėti tiek pats įrenginys, tiek programėlės, tiek lankomos interneto svetainės.

„Pavyzdžiui, išjungėte buvimo vietos sekimą telefone, bet palikote šią funkciją įjungtą planšetiniame kompiuteryje. Arba jūsų nešiojamasis kompiuteris fone stebi, kur esate, nors manėte, kad jame naudojamose programėlėse šią funkciją išjungėte. Jei norite visiškai išjungti arba vėl įjungti buvimo vietos sekimą, turite atsižvelgti į visus šiuos skirtingus lokacijos stebėjimo būdus“, – sako ekspertas.

Jis priduria, kad kol su daugeliu įrenginių dalintis savo buvimo vieta yra saugu, lankantis nesaugiuose tinklalapiuose ar nepatikrintose programėlėse lokacijos stebėjimu gali pasinaudoti programišiai: „Saugiau būtų duomenų apie savo buvimo vietą nesaugoti. Surinkę tokius duomenis iš nesaugių svetainių ar programėlių, jais gali pasinaudoti kibernetiniai nusikaltėliai. Jie pasitelkia vadinamąją socialinę inžineriją ir surenka visą informaciją apie asmenį, kad galėtų juo apsimesti arba sukurti į jį nutaikytus internetinės apgavystės metodus.“

**Kaip išjungti sekimo funkciją?**

Anot D. Drakicko, paprasčiau valdyti visus įrenginius gali „Google“ paskyrų naudotojai. Jie turėtų naršyklėje atsidaryti paskyros nustatymus, pasirinkti skiltį „Data and Privacy“ bei „Location History“. Šioje skiltyje pasirinkus „Devices on This Account“ galima matyti visus įrenginius, kurių judėjimas iš vienos vietos į kitą fiksuojamas „Google“ paskyroje.

Norint išjungti šią funkciją, reikia spausti „Turn Off“, tačiau vertėtų atkreipti dėmesį ir į kelis įspėjimus patvirtinimo lange. Net ir išjungus sekimą, buvimo vieta vis tiek gali būti registruojama jūsų mobiliuosiuose įrenginiuose, paslaugoje „Find My Device“, padedančioje rasti pamestą išmanųjį, ir „Google Maps“ žemėlapiuose. Be to, „Data and Privacy“ skiltyje taip pat galima rasti „People and Sharing“ parinktį, kurioje galima tvarkyti buvimo vietos bendrinimo funkciją ir nustatyti, kurie kontaktai gali matyti jūsų buvimo vietą.

„Pakeitę „Google“ paskyros nustatymus, imkitės savo išmaniųjų įrenginių. Vietos sekimo nustatymai „Android“ išmaniuosiuose telefonuose šiek tiek skiriasi priklausomai nuo telefono gamintojo, tačiau meniu ir instrukcijos iš esmės yra panašios. Būtinai atkreipkite dėmesį, ar leidžiate visoms savo programėlėms žinoti, kur esate visą laiką, ar tik tada, kai naudojatės programėle“, – pataria D. Drakickas.

Jo teigimu, „iOS“ sistemoje veiksmai taip pat panašūs. Nustatymuose reikėtų rinktis „Privacy & Security“, tuomet spausti „Location Services“ ir rinktis „Turn Off“ – taip bus išjungtas telefono ir visų jame esančių programėlių buvimo vietos stebėjimas. Jei nuspręsite palikti šią funkciją įjungtą, apačioje esančiame sąraše galėsite valdyti atskirų programėlių prieigą prie jūsų buvimo vietos. Kaip ir „Android“ įrenginiuose, galite apriboti, kad programėlės žinotų jūsų buvimo vietą tik tada, kai jomis naudojatės.

**Nepamirškite ir kompiuterių**

Jūsų buvimo vietą seka ir nešiojamieji kompiuteriai, tad vertėtų sekimo nustatymus peržiūrėti ir šiuose įrenginiuose. „Windows“ sistemoje reikėtų nustatymuose pasirinkti „Privacy & Security“ ir „Location“. Čia galima išjungti buvimo vietos stebėjimą atskiroms programoms arba išjungti jį visam kompiuteriui. Tame pačiame ekrane galima pamatyti programas, kurios sekė jūsų buvimo vietą bei ištrinti jų sąrašą „Location History“ skiltyje paspaudžiant „Clear“.

„MacOS“ sistemoje reikėtų nustatymuose spausti „Privacy & Security“, tuomet „Location Services“. Kaip ir „Windows“ sistemoje, čia galima rasti jungiklius atskiroms programoms, taip pat visam kompiuteriui. Jei šiame ekrane šalia „System Services“ spustelėsite „Details“, galėsite išvalyti „Apple“ išsaugotą lankytų vietų sąrašą.

Pasak D. Drakicko, patartina apsaugoti įrenginius nuo galimų kibernetinių incidentų ir papildomais būdais. Pavyzdžiui, „Tele2“ tinklo lygmeniu įdiegta interneto apsauga automatiškai aptinka kenkėjiškus puslapius ir akimirksniu užblokuoja prieigą prie jų. Apie bandymus įsilaužti klientai yra informuojami SMS žinute ar el. laiškais. Šią paslaugą užsisakyti galima operatoriaus savitarnos svetainėje.
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